
WHAT TO DO IF YOUR 
EMAIL IS HACKED

Contact your financial advisory team immediately at: 

Contact all custodians and financial service 
providers immediately.

• Fidelity, 1.800.544.6666

• Schwab, 1.800.435.4000

• TD Ameritrade, 1.800.669.3900

Immediately change all passwords.

Review accounts for suspicious activity.

Run security scans on all devices.

Notify your contacts that your email account was 
hacked.

Depending on what happened, you may want to 
sign up for a credit monitoring service. 
Regardless, you can request a free credit report 
from all three credit agencies.

• TransUnion

• Equifax

• Experian

Utilize the resources available at public agencies.

FINRA
“Tips for Protecting Your Financial Information”

Consumer Federation of America 
“Slam the Door on Phishing Scams”

Federal Trade Commission 
“When Information Is Lost or Exposed”

https://www.fidelity.com/security/report-an-issue
http://www.schwab.com/public/schwab/nn/legal_compliance/schwabsafe
https://www.tdameritrade.com/security/online-threats/security-issue.page
https://www.transunion.com/
http://www.equifax.com/home/en_us
http://www.experian.com/
http://www.finra.org/investors/protectyourself/investoralerts/fraudsandscams/p037886
http://www.consumerfed.org/pdfs/Phishing-Tips.pdf
https://www.identitytheft.gov/Info-Lost-or-Stolen
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